
PRIVACY POLICY FOR THE WEBSITE HTTPS://WWW.WALLYBEACON.COM

Please carefully review this Privacy Policy (hereinafter referred to as the “Privacy Policy”), intended for

users of the website https://www.wallybeacon.com (hereinafter referred to as the “Website”), which

facilitates the promotion and management of registration for the event named “Wallybeacon” (hereinafter

referred to as the “Event”).

This Privacy Policy has been prepared in accordance with Article 13 of the General Data Protection

Regulation (EU) 2016/679 (hereinafter referred to as the “GDPR”) and provides detailed information

regarding the processing of your personal data (hereinafter referred to as the “Data”).

Please note that this Privacy Policy applies exclusively to Data processing activities conducted on the

Website and does not cover any processing operations on other websites, even if accessible via links

provided on the Website.

1. Data controller and relevant contact details

The data controller is Ferretti S.p.A. (hereinafter, the “Controller”, the “Company” or “Ferretti”), with

registered office in Via Ansaldo, n. 7, Forlì (FC), 47122. The Controller can be contacted at the following

e-mail address: privacy@ferrettigroup.com.

2. Data Protection Officer (DPO)

The Controller has appointed a Data Protection Officer (“DPO”), whom you can contact for any information

regarding the processing of your Data at the following email address: dpo@ferrettigroup.com.

3. Processed Data types

The Data collected and processed by the Website is the following.

3.1 Common Data

The Website collects and processes the following common Data: name, surname, university, course of

studies, team name, brief, email address, and telephone number.

3.2 Navigation Data

This category of Data includes the IP addresses or the domain names of the computers used by the users

who connect to the Website, the addresses in URI (Uniform Resource Identifier) format of the requested

resources, the time of the request, the method used to submit the request to the server, the size of the file

obtained in reply, the numerical code indicating the status of the response given by the server (successful,

error, etc.) and other parameters related to the operating system and the computer environment of the

user. This Data is only used to collect statistical information, as well as to verify that the Website is

functioning properly. The Data, in addition, could be used to determine liability in the event of cybercrimes

committed against the Website. Except in the latter case, the navigation Data is erased after 7 days.

3.3 Cookies

The Website collects and processes only session-based technical cookies, which are non-persistent, strictly

to the extent necessary to ensure secure and efficient navigation of the Website.

4. Services provided by the Website

The following sections describe the services provided by the Website. For each service, details are provided

regarding, but not limited to, the purposes of Data processing, the legal basis for processing, and the



retention periods for the processed Data. Below is a detailed list of the specific purposes for which data

processing activities are carried out in connection with these services.

4.1 Event subscription and collection of relevant documentation

Purposes of the processing: To manage the Event subscription process and gather necessary

documentation.

Legal basis of the processing: Article 6(1)(b) of the GDPR, “performance of a contract to which the data

subject is party or taking of steps at the request of the data subject prior to entering into a contract”.

Retention period: Personal data will be retained for a maximum extent of 24 months.

4.2 Sending informative communications related to the Event

Purposes of the processing: To send event-related informational communications and manage/respond to

information requests via email.

Legal basis of the processing: Article 6(1)(b) of the GDPR, “performance of a contract to which the data

subject is party or taking of steps at the request of the data subject prior to entering into a contract”.

Retention period: Personal data will be retained until the conclusion of the Event.

5. Additional purposes of the processing

Within the scope of the Data processing operations carried out through the Website, the Controller also

pursues the following additional and specific purposes.

5.1 Compliance with legal obligations

Where necessary, the Controller processes the Data to ensure compliance with the obligations provided for

by the applicable laws, regulations and community rules.

Legal basis of the processing: Article 6(1)(c) of the GDPR, “processing is necessary for compliance with a

legal obligation to which the Controller is subject”.

Retention periods: the Data is retained for the time strictly necessary for the Controller to comply with the

legal obligations it is subject to.

5.2. Establishment, exercise, or defence of legal claims

Where necessary, the Controller processes the Data in order to establish, exercise or defend a claim in a

legal proceeding or whenever the judicial authorities exercise their judicial functions.

Legal basis of the processing: Article 6(1)(f) of the GDPR, “processing is necessary for the purposes of the

legitimate interests pursued by the controller”.

Retention periods: the Data is retained for a period strictly limited to the duration of the litigation, until the

expiry of the appeal enforceability terms.



6. Recipients and transfer of Data

The Data can be shared with:

1. persons authorised by the Controller to process the Data, who have received appropriate operating

instructions, have committed to keep the Data confidential or are subject to an appropriate legal

confidentiality obligation.

2. Persons delegated and/or designated by the Controller to carry out any tasks strictly related to the

pursuing of the above-listed purposes (including technical maintenance operations on the Website), duly

appointed as data processors.

3. People, companies or professional firms providing support and consulting services to the Controller, duly

appointed as data processors.

4. Persons, bodies or authorities to which Data must be communicated pursuant to law provisions or

orders issued by the competent authorities.

The Data is managed and stored on servers owned by the Controller and/or by third-party companies

appointed as data processors.

Some of the Data are shared with recipients that could be based outside the European Economic Area.

Ferretti assures that the processing of the Data is carried out by the recipients in compliance with the GDPR.

Transfers can be based on an adequacy decision, on the Standard Contractual Clauses approved by the

European Commissions or on other appropriate legal grounds. For further information please contact the

Controller, by sending an email to the address privacy@ferrettigroup.com.

7. Rights of the data subjects

Consistently with the provisions contained in the GDPR, you have the right to request from the Controller, at 
any time, the access to your Data, as well as its rectification or erasure, in addition to the right to object to 
its processing. The law also allows you, in the cases provided for by art. 18 of the GDPR, to obtain the 
limitation of the processing, as well as, in the cases provided for by art. 20 of the GDPR, to receive your Data 
in a structured, commonly used and machine-readable format.

Requests can be sent to the email address: privacy@ferrettigroup.com.

Finally remember that pursuant to art. 77 of the GDPR you always have the right to lodge a complaint with 
the competent control authority (Italian Data Protection Authority), if you consider that the processing of 
your Data infringes the GDPR.
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